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This concerns the use of mobile phones, email, SMS (text) messages, web sites, Face Book and other electronic communication methods.

Electronic communication, in particular through mobile phone, email and social networking sites such as Facebook, is the norm for many people including most children and young people. 

The issues involved in communicating electronically are not basically different from those in face to face communication, except that the person is not with you so neither of you can use facial expressions or body language to clarify your meaning. It is also normally private, so others are not there to provide a context and background. It does in principle create a record which could in some circumstance be printed out and used in evidence.

We need to be aware that those who wish to abuse others including young people often start with electronic communications.  

Good practice is to communicate in such a way that achieves its purpose in a pastoral context without offending, upsetting or abusing people
Parish Equipment - Computers
· Appoint a suitable person as administrator of all parish computers, who alone has access to the settings.

· Ensure all users have a different password.

· Monitor and supervise the use of Parish equipment by young people.

· Set parental control limits.

· Consider carefully whether and to what extent the Parish will permit access to computer games on its compters.
· Any illegal material found should be reported to the police.

· Do not use legal but inappropriate material on parish computers or in parish premises. This includes but is not restricted to: adult pornography, violent material, and politically inflammatory or defamatory material. Breach of this could be a disciplinary offence.

Do’s and Don’ts: - emails / text messages / phone calls
· Keep communications short. If you need a discussion, fix a time to do so face to face.

· Use an appropriate tone: friendly, but not over-familiar or personal.

· Respect the person’s confidentiality unless abuse including self-harm, actual or threatened, is suspected or disclosed. If in doubt consult appropriate people.
· Make sure that your communication is such that, in principle, it would not embarrass you for it to be seen by church officials or others.

Making and publishing images of children

Making and publishing images of children is usually enjoyed by children and parents and can bring useful publicity, but there are some important issues to note.

The issues are the same for still photographs, digital images or films, and regardless of the particular technology used. Photos of children can be posted on websites, Face Book, Parish Newsletters however it is important that the consent of the children and their parents is obtained for the making and use of images of children. 

Those taking photographs need to bear in mind that parents and carers may have good reasons for refusing consent, for example:

· some children may have been involved in legal disputes, local authority care, or adoption, and their whereabouts should not be too widely known; parents and carers of the affected children will know this and will appropriately withhold consent without necessarily giving the reason;

· if individual children are identified, it would be possible for potential abusers to use them to target prospective victims;

· images made using digital cameras can be manipulated for child pornography, which is a growing problem on the internet; this is particularly relevant if children are scantily dressed.

Good practice is therefore as follows:
· Obtain consent from parents and children before making images. Images are usually made in the context of a specific activity. If the event is a church service, nativity play or similar, then an oral notice can be given out at the beginning for the leader of the service or event, asking that any parent or carer who objects to images being made of their child should either remove their child from view of the camera or approach the leader afterwards to ensure that any image they object to is not used. 

· Alternatively, if the event is one for which specific parental consent is sought, add a suitable wording to the parental consent form, such as:

I consent to images and video recordings being made of my child and for these to be used in printed publications and on websites (adapt and delete as necessary).

· Where possible, each child should be part of a group.

· If the photograph is to be published, avoid naming the child. If a name needs to be used, it should be only a first name.

· If the child is named in full, avoid using their image.

· If children are scantily dressed, e.g. for swimming, then:

· Focus on the activity rather than a particular child;

· Avoid full face and body shots

· Store the image securely and dispose of it when it is no longer required.
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